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context

• language is the last frontier

• for example, within online frauds, the community of 
language, between the perpetrator and the victim, is one 
of the essential components

• There is a need to strengthen cooperation, at this respect, 
between countries sharing the same language



general objectives

• sharing of information and knowledge in the area of 
cybercrime

• the exchange of experiences and good practices

• implementing a favorable environment to streamlining the 
formats and the different channels for international judicial 
operation

• increase the capacity to combat cybercrime and increase 
the capacity of gathering and preserving digital evidence



general objectives
Still:
• create awareness among prosecutors of the Portuguese-speaking 

community to the dimension of cybercrime and to the importance 
of digital evidence

• to identify legislative gaps

• assessing the conformity of national legislation with international 
frameworks

• encourage and support the training of prosecutors



concrete actions to be taken
1. permanent forum for 

• exchange and sharing of information
• discussion of trends on cybercrime

2. a contact point for each one of the Prosecutors General

3. annual meeting of the contact points
• sharing new trends on cybercrime
• specific discussion themes (such as training and specialization of magistrates, legislative 

harmonization among Portuguese-speaking countries, accession to international instruments)

4. online platform for sharing information (legislation and jurisprudence, for example)

5. other activities, such as workshops or debates





Cib rRede

Cib rRed

REDE IBERO-AMERICANA DE MINISTÉRIOS PÚBLICOS ESPECIALIZADOS EM CIBERCRIME

RED IBEROAMERICANA DE FISCALES ESPECIALIZADOS EN CIBERDELINCUENCIA



Guidelines

General purpose

• Intensify the relationship between Public Prosecutor's Offices on 
cybercrime and digital evidence

• Allow the exchange of experiences and good practices

• Facilitate cooperation in the specific case

• To be a permanent forum for contact and exchange



Guidelines

1. Network of contact points in each Procuradoria / Fiscalía

2. Annual meeting

3. Online platform to share information (based on the Iber@
platform)







Established in 2016

Network of Judicial Authorities specialized in 

cybercrime

Hosted and supported by Eurojust 



Disseminate information on cybercrime

Forum for discussions of practical and legal 

problems

Exchange information on domestic legislation, 

relevant case law, international cooperation and 

best practices

Facilitate cross-border investigations



Contact Points - appointed by the States 

Bi-annual work programme

Thematic subgroups

Plenary meetings

Restricted access website

Board - manages the network (prepare and 

oversees the implementation of deliberations)



AUSTRIA

BELGIUM

BULGARIA 

CROATIA 

CZECH 
REPUBLIC

DENMARK

ESTONIA 

FINLAND 

FRANCE 

GERMANY 

GREECE 

HUNGARY 

IRELAND

ITALY

LATVIA 

LITHUANIA 

LUXEMBOURG

NETHERLANDS

NORWAY

POLAND 

PORTUGAL 

ROMANIA 

SERBIA

SLOVAKIA 

SLOVENIA 

SPAIN 

SWEDEN 

SWITZERLAND



Thank you!

Questions?


